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Abstract of the contribution: The requirement of “one PIN served by multiple PDU sessions” can be achieved via PIN management configuration (via application layer). The extension of current specifications for PIN in SA2 is not necessary.

1.	Discussion
1.1	Overview
Following Editor’s note is captured in clause 5.44.3 of  TS 23.501. 
Editor's note:	One PIN served by more than one PDU sessions in PEGC is FFS.
During the SA2#155e meeting, a SOH was preceded to resolve this EN, but no consensus can be reached at that meeting.
This paper analyses the requirement of one PIN served by multiple PDU Session, the restriction of current specification for 5G PIN and the potential involvement of PIN management.
Based on the analysis, this paper proposes a way forward to resolve the above editor’s note.

1.1	Why multiple PDU Sessions and why in one PIN
Why we need multiple PDU Sessions?
Based on the information collected from the discussion, the motivation of multiple PDU sessions in one PEGC is that different PINEs connected to the PEGC may have different service requirement and need to connect to different combination of S-NSSAI and DNN. 
Why we need to integrate different PDU Sessions targeting different S-NSSAI and DNN into one PIN? 
The major motivation is from PIN management point view, e.g., PIN users can manage and configure all these devices in one PIN, which may provide better user experience than create multiple PINs.
But from 5GC point of view, never mind they are managed in one PIN or multiple PINs, the number of PDU Sessions are always the same.
1.2	Restriction of current specification in SA2
One of the key consideration of 5G PIN is to support the connectivity between PINEs, but if these PINEs are connected to different S-NSSAI and DNN, 5GC is not able to support the communication between these PINE.
5G External/Internal group ID may be applied by PIN AF for the policy configuration of PEGCs of  a PIN. But External/Internal group ID can have only 1:1 mapping with S-NSSAI and DNN combination.
PIN ID is the only traffic descriptor specified in URSP for PIN traffic route selection, which means that one PIN ID can be mapped to only one S-NSSAI and DNN combination in practise.

1.3	Assumption on PIN management
SA2 has a clear conclusion that the management of the PIN network and PIN Element (including the management role distribution between PEMC and AF) is out of the scope.
In practise, PIN application server is responsible for the PIN management in application layer, e.g., PIN create, delete, PINE management. 
The most important thing is that PIN ID is purely allocated by PIN AF, which is not verify and authorized by 5GC. The PIN ID and associated S-NSSAI + DNN is sent to 5GC by PIN AF, and delivered to UE as a URSP rule. 
The assumption is that PIN AF can be flexible in creating the PIN ID that used for URSP.
Following example can demonstrate the involvement of PIN management for the configuration of multiple PDU sessions in a PIN. 
· Bob has two devices (Device #1 and Device #2) to be connected to 5GC via his PEGC UE. Device #1 needs to connect to S-NSSAI-1 + DNN-1 for internet service, while Device #2 needs to connect S-NSSAI-2 + DNN-2 for gaming. Bob want to manage all these devices in one PIN and created a PIN named “Bob” in the PIN application server.
· The PIN AS has the profile of each device and knows that each device has different service requirement and  needs to be routed to different S-NSSAI and DNN. PIN AS can further configure two sub-groups of the PIN targeting different S-NSSAI and DNN. PIN AS configures Device #1 in the sub-group “Internet”, and Device #2 in the sub-group “gaming”.
· When PIN AF requests URSP rules for the PIN, it can send the guidance information like this:
· PIN ID: “Bob-internet”  Route selection: S-NSSAI-1 +DNN-1
· PIN ID: “Bob-gaming”  Route selection: S-NSSAI-2 +DNN-2
· PEGC can establish one PDU Session for “Bob-internet” and another PDU session for “Bob-gaming”, and route the traffic of different devices based on PIN management instruction.

1.3	Proposal: 
The requirement of “one PIN served by multiple PDU sessions” can be achieved via PIN management configuration (via application layer),  e.g., PIN AF may create one or more “PIN ID” that signalled to 5GC only used for URSP guidance. But how to allocate the PIN ID (s) is out of SA2 scope. 
The extension of current specifications for PIN in SA2 is not necessary.

2.	Conclusions
It is proposed to approve the above proposal and remove the following text in clause 5.44.3.1 of TS 23.501:
One PIN may be served by more than one PDU sessions in the PEGC.
Editor's note:	One PIN served by more than one PDU sessions in PEGC is FFS.
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